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INTRODUCTION
Due to the ever-increasing seriousness of threats that cyber-attacks pose, the Saudi Arabian
Monetary Authority (SAMA) introduced the Cyber Security Framework (Framework) to assist
regulated entities in their efforts to have an appropriate cyber security plan and assist with
the design and building of robust infrastructures including the necessary detective and
preventive controls. The Framework articulates what controls are appropriate and provides
guidance on how to assess an organisation’s maturity level. 

The adoption and implementation of the Framework is deemed to be a vital step in
ensuring that Saudi Arabian Banking, Insurance, and Financing Companies sectors can
manage and withstand cyber security threats. The Framework considers the ways that
regulated entities leverage technology and, by adopting a common approach for
addressing cyber security, cyber security risks are properly managed throughout all the
sectors. The Framework has been
drafted to ensure the integrity of the Saudi Financial Sector delivering flawless customer
experience, continuous availability of services, and effective protection of sensitive data.

Authlogics is a suite of security solutions that is well-positioned to help achieve SAMA
Compliance.
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SAMA FRAMEWORK
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The figure below illustrates the overall structure of the Framework and indicates the cyber
security domains and subdomains, including a reference to the applicable section of the
Framework. The highlighted areas are the sections where Authlogics solutions
can be used to attain compliance.
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AUTHLOGICS APPLICABLE
CYBER SECURITY POLICIES
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Award-winning(3) authentication experts Authlogics are committed to assisting IT
managers improve security while making it easier for users to access their information.
Authlogics focuses on helping your business transition from password-driven environments,
while increasing your security posture and compliance to policy.

PINgrid pattern-based authentication is included as part of Authlogics Authentication
Server, one of the core components of the Authlogics product suite. PINgrid is an enterprise-
ready authentication solution designed for risk-appropriate authentication situations such
as Internet Banking or workflow accountability. To find out more about Authlogics and our
products and technologies, please visit our website at www.authlogics.com or contact us:

ABOUT AUTHLOGICS
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